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<table>
<thead>
<tr>
<th>Main Branch</th>
<th>Background</th>
<th>Other Stuff</th>
</tr>
</thead>
<tbody>
<tr>
<td>FOL</td>
<td>Attacks</td>
<td>Oyente</td>
</tr>
<tr>
<td>SW Verification</td>
<td>Bitcoin</td>
<td>ZEUS</td>
</tr>
<tr>
<td>Boogie</td>
<td>Move</td>
<td>Loops</td>
</tr>
<tr>
<td>Move Prover</td>
<td></td>
<td></td>
</tr>
<tr>
<td>SMT-Friendly</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
Commercial Break

Open Positions:

1. Masters
2. Undergrad projects (paid / unpaid)

Topics:

1. Solving techniques
2. Frameworks aimed for smart contract verifications
3. Proving things about logic
4. Designing, Implementing and evaluating logical engines
Key Takeaways

- Formal verification is possible
- SC verification is harder than SW verification
- SC verification is more critical than SW verification
- Hot topic in academia and industry:
  - Various classes, seminars, research centers
  - Various research projects
  - Certora
  - Veridise
  - Meta (and now Misten Labs, Aptos Labs, and many more)
  - Microsoft
  - More…
Links

- **Centers:**
  - https://cbr.stanford.edu/
  - https://blockchain.univ.ox.ac.uk/
  - http://blockchain.cs.ucl.ac.uk/
  - https://web3.princeton.edu/

- **Classes**
  - https://online.stanford.edu/courses/xcs251-cryptocurrencies-and-blockchain-technologies
  - https://web3.princeton.edu/principles-of-blockchains/

- **Companies**
  - https://www.certora.com/
  - https://veridise.com/
  - https://mystenlabs.com/
  - https://aptoslabs.com/
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